Setting up an AWS Account

**Instruction Guide**

# **Setting up an AWS Account**

1. **Open the AWS home page:** Go to the AWS home page at <https://aws.amazon.com/>.
2. **Click on the “Create an AWS Account” button:** This button can usually be found at the top right corner of the page.
3. **Start the sign-up process:**

* **3.1. Email and Password:** You'll be prompted to enter your email address, create a password, and choose an AWS account name.
* **3.2. Contact Information:** Provide contact details. Here, you'll be asked if you are signing up as an individual or as a professional. The information requested might differ slightly based on this choice.
* **3.3. Payment Information:** You need to provide credit card details to create an AWS account. Although AWS offers a Free Tier for many services, they require a valid credit card to ensure you can pay if you exceed the free usage limits. Don't worry; AWS will not charge you unless you exceed those limits.
* **3.4. Phone Verification:** AWS will send you a verification code via SMS or a call to confirm your identity. Enter the code on the website to proceed.

**4. Choose a Support Plan:**

* You'll be presented with various support plans like Basic (free), Developer, Business, and Enterprise. As a beginner, the Basic plan will likely suffice, but you can review the other plans' details and select one if needed.

**5. Complete Sign-Up:**

* After choosing a support plan, your account setup is almost complete. AWS may take a few minutes to finalize the setup.

**6. Sign in to the AWS Management Console:**

* Once your account is fully set up, visit the AWS Management Console at <https://aws.amazon.com/console/> and sign in. This is where you'll interact with and manage various AWS services.

**7. Familiarize Yourself with the Console:**

* The AWS Management Console can be overwhelming at first, given the vast number of services AWS provides. You might want to start by exploring some of the most commonly used services like Amazon EC2 (for virtual servers), S3 (for storage), and RDS (for databases).

**8. Activate AWS Free Tier (if applicable):**

* AWS offers a Free Tier for new accounts, which allows you to use certain AWS services for free, up to specific limits, for one year. Ensure you’re aware of these limits to avoid unexpected charges.

**Tips and Recommendations:**

1. **Monitor Usage and Costs:** Use the AWS Cost Explorer to keep track of your usage and ensure you're not incurring unexpected charges.
2. **Set Up Billing Alerts:** Through the AWS Budgets service, you can set up alerts to notify you if your estimated charges exceed a certain amount.
3. **Stay within the Free Tier:** As a beginner, try to use services that are under the AWS Free Tier to avoid costs. Always double-check if the service you're about to use is part of the Free Tier.
4. **Security:** Enable Multi-Factor Authentication (MFA) on your account for added security. Also, get acquainted with AWS IAM (Identity and Access Management) to manage access and permissions securely.

Now that you've set up your AWS account, you're ready to dive into the world of cloud engineering. Take advantage of AWS's vast documentation, tutorials, and training resources to accelerate your learning. Good luck!

# **Monitoring AWS Expenses and Setting up Bill Alerts**

Monitoring your AWS expenses and setting up billing alerts is a crucial practice to avoid unexpected charges. Let's break down the process:

**1. Setting Up Billing Alerts:**

**1.1. Enable AWS Budgets for Billing Alerts:**

Before you can set up a billing alert, ensure you have activated AWS Budgets.

* Navigate to the AWS Management Console.
* Open the **Services** dropdown and navigate to **Budgets** under the **Cost Management** section.

**1.2. Create a Budget:**

* + Click on the **"Create budget"** button.
  + Choose **"Cost budget"** for monitoring expenses.
  + Define the budget:
    - **Name**: Give your budget a name.
    - **Budgeted amount**: Set the amount you don't want to exceed.
    - **Time period**: You can set this as Monthly, Quarterly, or Annually based on your preference.
  + On the **"Configure alerts"** section:
    - Set an alert for actual costs. This will alert you when your actual costs exceed a certain threshold.
    - Enter an email address where you'd like to receive the alerts.
  + Complete the setup and create the budget.

**1.3. Review Alerts:**

* + After creating the budget, you can review and manage your alerts in the **"Budgets Dashboard"**.

**2. Monitor Usage and Costs with AWS Cost Explorer:**

**2.1. Access the AWS Cost Explorer:**

* From the AWS Management Console, open the **Services** dropdown and navigate to **Cost Explorer** under the **Cost Management** section.

**2.2. Review Dashboard:**

When you first open Cost Explorer, you'll see a dashboard with various charts and graphs illustrating your AWS spending.

* **Monthly spend by service**: Shows how much you're spending on each AWS service.
* **Daily spend**: Displays your daily expenditure.
* **Forecasted spend**: Predicts your expenses for the month based on current usage patterns.

**2.3. Filter and Group Data:**

You can filter and group data to analyze specific services, regions, or accounts. Use the **"Filters"** and **"Group by"** options at the top of the page to customize the displayed data.

**2.4. Explore Specific Services:**

You can click on specific services from the dashboard to see a detailed breakdown of costs associated with that service.

**2.5. Access and Set Up Usage Reports:**

AWS also offers detailed usage reports for various services. Navigate to the **"Reports"** tab in Cost Explorer to create and manage reports.

**Tips:**

* **Regularly check your expenses**: It's a good habit to periodically review your AWS costs and usage to ensure there aren't any surprises.
* **Use tags**: AWS allows you to tag resources. This can be particularly useful for grouping expenses in the Cost Explorer. For example, you can tag all resources related to a specific project and then view costs associated only with those tags.
* **Set up multiple alerts**: Consider setting up alerts at different thresholds (e.g., 50%, 75%, 90% of your budget) to have an early warning system.

Remember, staying on top of your AWS expenses and understanding your usage patterns will not only help you avoid unexpected costs but also allow you to optimize and make the most of your cloud resources.